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GDPR PRE ASSIGNMENT DATA IMPACT ASSESSMENT
	Date:
	
	Data Subject:


	Client Name and Contact details:
Name………………………………………………………………..

Address………………………………………………………………………………………..

…………………………………………………………………………………………………..

Email …………………………………………………………………………………………..

Telephone …………………………………………………………………………………….


	Category of Client: Investigator
(
Solicitor
(
Debt Collector
(
Individual
(
Company
(
Other
(

	EXISTING CLIENT

	Can we complete this assignment legally and within requested timescale?  

Accept  (  (         Decline ( ( Decline communicated ( 

Does client have terms of business?
YES 
( ( 
Acceptance of assignment sent               (





NO
( (
Terms & acceptance of assignment sent (


	NEW CLIENT

	Due Diligence checks completed on :    Company (   Directors (    Individual ( 
Results of due diligence checks were:   Satisfactory (   Not Satisfactory (
Can we accept and complete this assignment based on due diligence, legality & within requested timescale?  
Accept
(  (
Terms of Business and acceptance of assignment sent to client  (
Decline
(  (
Decline communicated   (


	Assignment Details
	Lawful Basis for processing data

during this Assignment  tick as appropriate

(For full definitions of column headings below see Page 2)

	
	Personal Data
	Sensitive Data

	
	GDPR1
	GDPR2
	SD 1-2

	
	
	
	


	Further Details of Assignment
	

	Timescale
	

	Legal Constraints
	

	Special requirements
	

	Resources
	Databases (    Open Source Research (    Phone Enquiries (    Visit (    Other (

	Sub-Agent to be used?
	YES (       NO
(
 

	Fee agreed
	Hourly Rate £

              Fixed £


              Mileage 



	Location Logistics 
	

	Signed by person completing this assessment





      Dated


Name : ……………………………………………………………………………………………………………. 


You must refer to both Acts to decide which apply to your organisation then delete or add accordingly.  You will also need to amend the column headings under the 'Assignment Details' section of page 1 of this form.
	Lawful Basis definitions
CMS Investigation's processes data in accordance with the following lawful bases stated in The Data Protection Act 2018 (DPA) and the General Data Protection Regulation (GDPR) :


	GDPR1
Article 6(1)(f) 
Necessary for the purposes of legitimate interests pursued by the controller or a third party

GDPR2
Article 6(1)(c)
Processing is necessary for compliance with a legal obligation  

SD 1-2  -  Sensitive Data 
Article 9(2)(e) Processing relates to personal data which are manifestly made public by the data subject. (GDPR)

Article 9(2)(f)
 Processing is necessary for the establishment, exercise or defence of legal claims or whenever courts are acting in their judicial capacity. (GDPR)




